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A social networking site could be similar to a double-edge-sword and can be used for good just as much as for evil. Most of society has potential uses for creating public profiles on MySpace, Facebook, Twitter and LinkedIn in order to keep in touch with their friends or to impact the job market when it comes to posting and finding new careers in our recession recovered culture. A lot of this information is backed up in our textbook were it says, “The purpose of LinkedIn is to help you make better use of your professional network and help the people you trust in return” (Grant, and Meadows 295). However, when dealing with Recent Developments, “Social networking online has created a whole new issue with privacy and safety; and how social networking is effecting other aspects of life-like employment and relationships” (Grant, and Meadows 295). Nonetheless, the high status of these sites has already reached critical mass in our culture while there has been much distress in the news and media concerning identity-theft on these sites as well as alarm for our children. People should always watch their steps and be on guard when leaving online digital footprints of themselves on any website.

A consumer advocate website by the name of NextAdvisor.Com speaks of several different points people should be aware of when keeping their digital footprint safe against identity theft on Facebook. One of them speaks about managing privacy options very carefully online, “From within the privacy section you have full control of all of your privacy settings and can fine tune who will have access to what aspects of your profile and your activity on the Facebook website” <http://www.nextadvisor.com/blog/2008/03/04/6-tips-to-protect-your-identity-on-facebook/>. NextAdvisor.Com also went on into more details when stating, “Never list your full date of birth, phone number or physical address on your Facebook profile. Your real friends and associates will likely already know this information so including it on your profile will only increase your risk of being victimized by identity thieves”<http://www.Nextadvisor.

com/blog/2008/03/04/6-tips-to-protect-your-identity-on-facebook/>. These consumer red flags and alerts have impacted society to take extra percussions when going online to network with any group of friends or conglomerates.


Another point that has affected society in the job market has been deeply directed towards new job applicants; a potential boss may Google a new candidate’s first and last name to make sure they are an upstanding citizen before calling them in for an interview, usually if they see drunken party photos of the person on MySpace, Facebook or Twitter, their application might be discarded. According to AssociatedContent.Com, they made a valid statement when they said, “Are you having fun posting party pictures, Spring Break vacation photos and personal information about boyfriends and girlfriends on MySpace, Facebook, Twitter and other favorite social networking sites? If so, you probably have a big digital footprint that might keep you from getting a job or getting into college. According to a survey from CareerBuilder and reported by KOMO News, one in five employers search social networking sites for information about job applicants” <http://www.associatedcontent.com/article/1508200/will_your_digital_footprint_

cost_you.html>. There is also a warning in our textbook that says, “Employers are using social networking sites to keep an eye on their employees and also as a sort of informal background check to look at potential employees” (Grant, and Meadows 296). While it also goes on to say, “Employees should seriously consider whether to accept their boss’ friend request” (Grant, and Meadows 297). It may be within a person’s best interest to go by a different name on these networking sites. However, that would depend on if they enjoy the social party life or if they are professional actors and performers who don’t want their real names to come up in the media in order to protect the identity of their families, each individual situation is different. 

Society has just entered a new digital age where we need to point out to children to be careful on what kinds of photos they post on these social media sites while leaving digital trails of information behind to show where they’ve been; especially with the rise of Cyberbullying in our schools. “Children, for the most part, do not have to worry about the dangers of an adult preying on them as much as they have to worry about other children harassing them” (Grant, and Meadows 297). 

In any given situation, bullies can now Google other children after school and leave threatening or insulting comments about them on their photo galleries to emotionally threaten and hurt others. According to Ashley Mcglown with the San Diego Union Tribune, she says, “Cyberbullying is the use of electronic means to torment, threaten harass, humiliate, embarrass or otherwise target another person. This can be done in the form of e-mail, web postings, instant messaging, or text messaging” <http://www.signonsandiego.com/news/2010/nov/05/officer-offers-tips-in-avoiding-cyberbullying/>. Even though were seeing a lot of negative impacts in our culture due to Cyberbullying through online digital footprints, there’s an organization within our government that’s stepping up to make a difference. “In 2008, the Internet Safety Technical Task Force was created to make sure that the online experience for minors is as safe as possible.” (Grant, and Meadows 297). 
However, children are not the only ones who are deeply affected by the digital revolution that has literally impacted society for the better and worst. “Now there’s an entire suite of social applications that are avalible both at our desks and anywhere there’s a Wi-Fi connection or cellular tower” (Croal). I would also like to point out that more Americans are well informed concerning sports and world events where these new networking avenues have unfortunately caused compulsive social media addictions upon epic proportions. More citizens are mentally being dragged back to their favorite social media sites to tweet, post new photos or update their thoughts and status online only to face their inner compulsions to log out and back in again several times a day to see what kind of responses they received from their online followers. Most sleep deprived New Yorkers who are always on the run find themselves in this very dilemma, 

“It used to be another two minutes that I’d spend catching up on my sleep debt. Now I spend it looking at my Twitter feed, and, if inspiration strikes, I’ll send out a bon mot of my own… which means that as soon as I exit the subway station by my office, I have to fire up TwitterBerry one more time to see who was amused by my witticism” (Croal). This can be a psychological dangerous place to be when it causes most people to be dependent on an audience in order to feel socially acceptable. Nonetheless, if people stopped giving anyone their attention on these social networking sites, the addict would probably never return to it again. This falls under the Critical Mass Theory because everyone is using these sites, “In this case, the technologies become more useful if everyone in the system is using the technology, a goal known as universal access” (Grant, and Meadows 50).  

I recently had the opportunity to interview a community professional who has a masters degree in social work from the University of Utah, he said, “The problem most people have with these social networking sites like Facebook, is that they feel an urgent need to constantly be plugged-in to feel part of something important, it’s a unhealthy obsession and its not good for anyone” (Phillips). He then went on to ask if I was on Facebook where I replied that I am, but I’m under a different name to protect my real information from the ongoing epidemic of identify thieves. 

In conclusion, I will state that I have a friend in my basketball class who just sent me a friend request on Facebook. After accepting him, I noticed he has his phone number, address, date of birth and his first and last name posted all over his account. I know if I warn him to take that information down to avoid identity theft, he will most likely do it but if he doesn’t while later having it stolen by a some crook, it won’t be anyone’s fault but his own. In all actuality, people like him and society pay the greatest price for its online mistakes. Although the news and media sends out constant warnings and public service announcement to help impact our citizens for their own good, we as a people will be the ones held responsible for our own actions when we handle our information in a sloppy manner in the worst possible ways. The economic costs involved in solving the problem of identity theft due to digital footprints can be unraveled in purchasing proactive identity theft protection services from companies like Identity Guard and LifeLock, where if society decides not to solve the problem, we can see a 56% increase in identity theft amongst children <http://www.nextadvisor.com/blog/2008/03/04/6-tips-to-protect-your-identity-on-facebook/>. Regardless of these facts, only time will tell if things truly get worst in contrast to getting better.
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